
The ever changing nature of threats, whether natural 
through climate change, or man-made through terrorism 
activities, either physical or cyber attacks, means the need 
to continually review and update policies, practices and 
technologies to meet these growing demands.

SAVE THE DATES
Invitation to Participate
Critical Infrastructure Protection and Resilience North 
America will bring together leading stakeholders from 
industry, operators, agencies and governments to debate 
and collaborate on securing America’s critical infrastructure. 

Leading the debate for securing America’s critical infrastructure

REGISTER TODAY
Early Bird Discount 

deadline 
September 19th,2021

SPECIAL DEAL FOR 
GOVERNMENT AND 

OWNER/OPERATORS
Register by Sep 19th 
see inside for details

Collaborating and Cooperating for 
Greater Security
For Securing Critical Infrastructure and Safer Cities

Supporting Organisations:

Silver Sponsors:

Supported by:

Register online at www.ciprna-expo.com.

Grea discounts for 
Infragard LA members

woth Promo Code “INFRAGARDLA”



There are 16 critical infrastructure sectors whose assets, 
systems, and networks, whether physical or virtual, 
are considered so vital to the United States that their 
incapacitation or destruction would have a debilitating 
effect on security, national economic security, national 
public health or safety.

Presidential Policy Directive 21 (PPD-21): Critical 
Infrastructure Security and Resilience advances a national 
policy to strengthen and maintain secure, functioning, and 
resilient critical infrastructure. This directive supersedes 
Homeland Security Presidential Directive 7.

We must be prepared!

The Nation’s critical infrastructure provides the essential 
services that underpin American society. Proactive 
and coordinated efforts are necessary to strengthen 
and maintain secure, functioning, and resilient critical 
infrastructure – including assets, networks, and systems – 
that are vital to public confidence and the Nation’s safety, 
prosperity, and well-being.

Critical infrastructure must be secure and able to withstand 
and rapidly recover from all hazards. Achieving this will 
require integration with the national preparedness system 
across prevention, protection, mitigation, response, and 
recovery.

This directive establishes national policy on critical 
infrastructure security and resilience. This endeavor is a 
shared responsibility among the Federal, state, local, tribal, 
and territorial (SLTT) entities, and public and private owners 
and operators of critical infrastructure (herein referred 
to as “critical infrastructure owners and operators”). This 
directive also refines and clarifies the critical infrastructure-
related functions, roles, and responsibilities across 
the Federal Government, as well as enhances overall 
coordination and collaboration. The Federal Government 
also has a responsibility to strengthen the security and 
resilience of its own critical infrastructure, for the continuity 
of national essential functions, and to organize itself to 
partner effectively with and add value to the security and 
resilience efforts of critical infrastructure owners and 
operators. 

Critical Infrastructure Protection and Resilience North 
America will again bring together leading stakeholders 
from industry, operators, agencies and governments to 
collaborate on securing North America.

The conference will look at developing on the theme of 
previous events in helping to create better understanding 
of the issues and the threats, to help facilitate the work 
to develop frameworks, good risk management, strategic 
planning and implementation.

Why the Need for Such a Discussion?

All Federal department and agency heads are responsible 
for the identification, prioritization, assessment, 
remediation, and security of their respective internal critical 
infrastructure that supports primary mission essential 
functions. Such infrastructure needs to be addressed in 
the plans and executed to the requirements of the National 
Continuity Policy.

The ever changing nature of threats, whether natural 
through climate change, or man-made through terrorism 
activities, either physical or cyber-attacks, means the need 
to continually review and update policies, practices and 
technologies to meet these demands.

This guide, correct at the time of printing, aims to provide 
you with the information you need to plan your attendance 
to this key conference, including the latest conference 
programme, speaker line up and schedule of events.

We have special rates for government and operators of 
critical national infrastructure, so please look fr these deals 
in this guide.

Please register online at www.ciprna-expo.com.

We look forward to welcoming you to Critical Infrastructure 
Protection & Resilience North America and the Doubletree by 
Hilton, New Orleans Aiport on October 19th-21st, 2021.

Follow us:

Critical Infrastructure Protection & Resilience Europe

Welcome to the 3rd Critical Infrastructure 
Protection and Resilience North America



12:30pm-2:00pm - Delegate Networking Lunch

2pm-3:30pm - Session 9: PANEL DISCUSSION: City Case Study - Integrated Approach to Municipal Crisis 
Management Resilience & Emergency Response

3:30pm-4:00pm - Review, Discussion and Conference Close

5:30pm - Networking Reception in Exhibition Hall

Thursday October 21st, 2021
9:00am-9:45am - Session 6: Growth in Interoperability Between Critical Infrastructure Sectors and 

Enhancing Cross Industry Resilience

9:45am-10:30am - Session 7: Crisis Management, Coordination & Communication

10:30am-11:15am - Networking Coffee Break
11:15am - 12:30pm - Session 8: Operationalizing Critical Infrastructure Resilience

Schedule of Events

Tuesday October 19th, 2021
1:00pm - Exhibition Opens

2:00pm-3:30pm - Opening Keynote Session

3:30pm-4:00pm - Networking Coffee Break

4.00pm-5:30pm - Session 1: Strategies in CI Protection & Resilience

Wednesday October 20th, 2021

Critical Infrastructure 
Protection / Physical Security Track

9:00am-10:15am - Session 2a: Emerging Threats 
For Critical Infrastructure

10:15am-11:00am - Networking Coffee Break
11:00am - 12:30pm - Session 3a: Countering 
the Emerging Threats - Security, Risk & Disaster 

Mitigation

12:30pm-2:00pm - Delegate Networking Lunch

2:00pm-3:30pm - Session 4a: The Developing 
Cyber Threat Environment

3:30pm-4:15pm - Networking Coffee Break
4:15pm - 5:30pm - Session 5a: Securing the 

Physical CI Asset

Critical Information Infrastructure 
Protection / Cyber Security Track

9:00am-10:15am - Session 2b: Cybersecurity 
Legislation, Standards & Best Practice

10:15am-11:00am - Networking Coffee Break
11:00am - 12:30pm - Session 3b: The Developing 

Cyber Threat Environment

12:30pm-2:00pm - Delegate Networking Lunch

2:00pm-3:30pm - Session 4b: Strategies and 
Collaboration in Cyber Defence

3:30pm-4:15pm - Networking Coffee Break
4:15pm - 5:30pm - Session 5b: IT OT Security and 

Safeguarding Against Cyber Threats



REGISTER ONLINE TODAY AT WWW.CIPRNA-EXPO.COM/ONLINEREG
Use Promo Code “INFRAGARDLA” for your membership dicount

Confirmed Speakers include:

JEFF GAYNOR
President, American 

Resilience, LLC

BEN EAZZETTA
CEO, ARES Security 

Corporation

FREDERIC PETIT
Principal 

Infrastructure Analyst 
/ Research Scientist, 

ANL

STEVE POVOLNY
Head Of Advanced 
Threat Research, 

McAfee

DEBORAH KOBZA, 
CGEIT, JIEM

President, IACI

BRIAN HARRELL
VP & Chief Security 
Officer, AVANGRID

LESTER MILLET 
IIIInfraGard Louisiana 

President And Port 
Of South Louisiana 
Safety Risk Agency 

Manager

DR RON MARTIN, 
CPP, CPOI

Professor Of Practice, 
Critical Infrastructure, 

Capitol Technology 
University

RUTH CHRISTENSEN 
Counterterrorism 
Analyst, National 
Counterterrorism 

Center, USA

STEPHANIE MURPHY
Assistant Vice 

President, Tidal 
Basin Government 

Consulting

SARAH JANE PREW
Security Consultant, 

Arup, UK

PAUL LEWIS
Program Lead, 
Decision And 

Infrastructure Sciences 
Division, ANL


